
 

Position Summary 

Are you interested in solving big problems? Want to work on exciting 

Identity and Access Management projects alongside a team of highly 

passionate, talented and reputable experts? Do you like to work in a 

dynamic environment that offers great opportunities for learning and 

professional growth?  Cooperation, collaboration and innovation are 3 

words that describe our company culture.    

Key Responsibilities 

Development and Configuration 

• Configure, maintain and support for IAM platforms 

• Design, develop and deploy IAM solutions for related services and 

integrations 

• Implement custom interfaces and components using Java, 

JavaScript or Groovy 

• Stay up to date on IAM market related trends, tools, and 

methodologies 

• Collaborate with Architects, users, and stakeholders to build 

solutions in a team environment 

• Propose test and monitoring solution for IAM systems capacity 

and performance 

• Transfer technical knowledge about specific implementation to 

client technical team 

• Use technology-based tools or methodologies to review, design 

and/or implement services 

• Implement custom interfaces and components using Java, 

JavaScript or Groovy. 

• Understand product and the implementation at the technical and 

functional level appropriate for the situation. 

• Build and nurture positive working relationships with the clients 

with the intention to exceed client expectations. 

• Create and maintain straightforward and accurate documentation 

• Work with our technology partners to understand their solution 

offering 

https://www.indigoconsulting.ca/careers/ 

Flexibility 
____ 

Dynamic Workplace 
____ 

Continuous Training 
____ 

Great Location 
____ 

Exceptional Team 

QUALIFICATIONS 

• Bachelor degree in related 

disciplines 

• 5+ years of experience as an 

IAM developer  

• Development & configuration 

experience with ForgeRock, 

Sailpoint, CyberArk  

• Knowledge of IAM products,  

• Good understanding and 

working experience with 

Active Directory and/or 

LDAP. 

• Hands on experience with 

Single Sign-On and 

Federation using SAML, 

OAuth and OIDC. 

• Hands on experience with 

Multi Factor Authentication 

solution and protocols  

• Programming languages 

knowledge (Java, 

JavaScript, Groovy & shell) 

• Strong problem-solving 

aptitude 

• Ability to think clearly under 

pressure and in complex 

environments 

• Demonstrated ability to learn 

new technology or concepts 

very quickly 

• Bilingual 
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